Acceptable Use Policy for Guest WiFi

ONS offers Guest Internet access without warranty and on the basis that ONS has no liability to you arising from the use of the service. By signing in to the service you agree to abide by the terms and conditions of this service as detailed below.

I agree that my use of the facility provided by ONS for guests to access the internet indicates my acceptance of these terms and conditions.

1.  ONS does not give or assume any warranty, condition, undertaking or term, whether statutory, express or implied as to condition, satisfactory quality, performance, durability, fitness for purpose or otherwise of the access to the internet made available to you by ONS (hereinafter referred to as “the Access”) and all such terms and warranties are hereby excluded to the fullest extent permitted by law.

2. ONS is not responsible for any direct or indirect loss howsoever arising from your use of the Access to the fullest extent permitted by law.

3. Any Access issued to you by ONS is for your personal use only and in seeking Access you agree that you are responsible at all times for all activities that occur on your device during your session.

4. ONS may terminate, modify or suspend use of the Access at any time and without notice.

5. The following activities are strictly prohibited while using the Access provided by ONS:

· the use, downloading, execution, installation or distribution of any software, including freeware and shareware
· any activity that breaches another individual’s, or organisation’s intellectual property rights e.g. unauthorised distribution of copyrighted or patented material, or borrowing corporate software for home use
· the introduction of malicious software (e.g. viruses, worms, trojan horses) to ICT systems via deliberate or careless actions

· to create, view, download, publish, store, transmit or distribute any material which could be regarded as offensive.  Such material includes but is not limited to that which is pornographic, indecent, obscene, hateful, discriminatory, abusive, defamatory, libellous or unlawful
· to transmit messages that are intended to annoy, intimidate, cause needless anxiety, violate another person’s privacy or cause offence
· for any business or commercial purpose or for or on behalf of ONS other than in circumstances approved by both line and IT management.
· using ICT tools such as but not limited to port scanners, vulnerability scanners, password crackers, or network packet capturing tools

· attempting to prove any security vulnerabilities or weaknesses in ONS systems
· attempting to circumvent user authentication, access control, antivirus / malware, or other security measures
· interfering with ONS system performance, or denying service to an authorised user of systems or services
· attempting to corrupt or destroy another user’s data

· this list is not exhaustive


6. ONS supplied devices (including official laptops and iPads) must only be connected to designated Corporate networks. All non-official devices must only be connected to designated Guest networks.

7. You are at all times expected to comply with this, any other relevant ONS policies and policies from our partner providers.  Any breach of the relevant policy for that system/service will be regarded as an unacceptable use of ONS systems, and will result in the removal of your access, and could result in disciplinary procedures.

8. The formation, existence, construction, performance, validity in all aspects whatsoever of these terms or any dispute in relation to the Access shall be governed by English law. The Courts of England shall have exclusive jurisdiction to settle any disputes that may arise out of the use of the Access and/or in connection with these terms.

